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Examples of EOC facility support include security, parking, break rooms, IT infrastructure, 
maintenance contracts, catering, janitorial services and maintaining on-hand supplies. 

Facility support involves more than logistical support. It also involves gaining financial support for the 
EOC. In tough economic times, emergency managers and practitioners may find it hard to gain 
funding to develop or improve an EOC. Funding plays a critical role in planning to build or expand an 
EOC. Gaining support from officials is the main way to secure funding. Additionally, federal funding 
may be available for EOC planning. 

With hybrid or virtual models, facility support becomes more complex. If staff are working from home, 
there is not an expectation of janitorial or catering services, and other responsibilities such as having 
personal protective equipment (PPE), backup power or high-speed internet become the responsibility 
of individual staff members. A necessary consideration for agency leadership is the provision of 
necessary equipment and supplies (such as docking stations, multiple monitor setups and other 
peripherals) or financial stipends to limit the burden of the virtualization shift on staff members. IT 
support becomes critical for both hardware and software. Virtual or hybrid models may also provide 
greater flexibility in terms of financial support—software as a service (SaaS) may allow for rapidly 
expanding or contracting licenses.  

2.6. Plans and Procedures 
The capability assessment should address whether an EOC’s plans and procedures—whether the 
EOC is in development or in place—adequately address the risks and hazards identified in the hazard 
and vulnerability assessment. These plans and procedures should cover activating the EOC, notifying 
key personnel to report, staffing the EOC around the clock, providing for Continuity of Operations 
(COOP) and deactivating the EOC, including producing after-action reports. For more information, visit 
https://www.fema.gov/continuity-resource-toolkit. These plans and procedures should consider 
physical, hybrid and virtual EOC environments. 

2.7. Communications 
EOC leaders should assess the EOC’s ability to communicate with the whole community.4 This 
assessment should include jurisdictional departments, agencies, organizations and partners, 
including first responders, first receivers, public health personnel, transportation, public works 
assets and the general public. EOCs should also consider their capacity to communicate with other 
levels of government, neighboring jurisdictions, regional partners, private industry and other 
response and recovery partners. The capability assessment should include items such as alert and 
notification equipment, warning systems, communications systems, hazard analysis and monitoring, 
action tracking and resources management. 

 

4 For details, visit https://www.fema.gov/whole-community. 

https://www.fema.gov/continuity-resource-toolkit
https://www.fema.gov/whole-community


https://www.fema.gov/emergency-managers/practitioners/lifelines


https://www.ada.gov/
https://www.epa.gov/
http://www.ada.gov/
http://www.epa.gov/lawsregs


https://www.fema.gov/disaster-recovery-reform-act-2018




https://www.fema.gov/sites/default/files/2020-08/fema430.pdf
https://www.fema.gov/sites/default/files/2020-08/fema430.pdf
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1.3. Additional Personnel Space Requirements 
Planners should consider the need for support services, restroom space, meeting space and a “quiet 
room” for stress counseling. Ideally, personnel will also have designated areas for meals, rather than 
having to eat in their workspace, as well as a space set aside for breaks and relaxation, where 
feasible. Storage for emergency food and water supplies is also necessary. Finally, planners should 
consider the need for executive office space. 

1.4. Sustained Operations 
Another consideration is the length of time that the EOC may have to self-sustain. For example, 
under many circumstances, EOC staff can use an outside catering service. However, if the hazard 
and vulnerability analyses suggest that there may be periods of isolation, the EOC must have enough 
food and water on hand to sustain the staff. Where feasible, planners should consider the need for 
well-functioning on-site shower facilities (fixed or temporary). 

In addition to food, water and hygiene, planners must consider the need for sanitary supplies and 
office products during a period of self-contained operation. Sanitary supplies can be bulky and take 
considerable space. These supplies are even more important during a pandemic. 

In a hybrid or virtual environment, it should be clearly communicated what the expectation is of 
virtual staff at locations outside of a physical EOC. Determining if supply kits/stay kits are required, 
how long staff can sustain operations virtually, when remote stakeholders would be required to 
relocate to the physical EOC, or if the EOC is required to resupply staff members are all 
considerations. 

2. Communications Requirements 
The EOC’s ability to function depends on its ability to communicate. Planners must therefore 
consider several challenges involved in maintaining a functional communications system. Voice and 
data communications in and out of the EOC must be reliable to ensure that information and critical 
decisions can transfer quickly to the correct personnel. The EOC design must also facilitate face-to- 
face communication to optimize EOC efforts. 

Not all EOCs have the same communications requirements. Planners should tailor the 
communications infrastructure to support both internal and external functional needs, integrated 
with other emergency management elements. Some areas have opted to use amateur radios. 

The National Emergency Communications Plan (NECP) is the Nation’s strategic plan to strengthen 
and enhance emergency communications capabilities. The NECP provides guidance to those that 
plan for, coordinate, maintain, invest in, and use communications to support public safety 
operations. For more information on the NECP that may support planning for communications 
requirements, visit: https://www.cisa.gov/necp. 
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2.1. Interoperability 
A jurisdiction’s primary response communications systems typically include police, fire and medical 
services radio systems. These first responders are accustomed to communicating with each other 
and with 911 dispatchers, whether or not the 911 center is co-located with the EOC. 

A more pressing concern is integrating expanded emergency operations to include agencies that 
respond alongside first responders. These include first receivers at hospitals, triage centers, mass 
care shelters, special needs shelters, educational facilities and the specialized operations centers 
that coordinate operations centers for various state, county and municipal agencies. Among these 
agencies are traffic control centers, public health operations centers, transportation dispatchers, 
transit agency operations centers, fusion centers, JICs, etc. 

In a hybrid or virtual environment, interoperability will also include system interoperability for virtual 
collaboration or operations software (e.g., Microsoft Teams, Google Workspace, Slack, Zoom, Cisco 
WebEx Meetings etc.). Interoperability may also include data interoperability when sharing files or 
geospatial resources. Finally, hybrid or virtual environments have the aggravating factor of agency 
firewalls, incompatible software and hardware, and general IT policy limitations. 

2.2. Telecommunications (Including Teleconferencing, Videoconferencing, 
Text Messaging and Fax) 

The EOC should have adequate telephone extensions and fax capabilities for full operations. 
Planners should consider landline capabilities, Voice over Internet Protocol (VoIP), video relay 
systems, digital systems and other reliable voice and data communications options as a primary 
system. Text messaging can assist with communications, as it provides an immediate avenue for 
written communication. SMS (short message service) is a text messaging service component of most 
telephone, internet and mobile device systems. In some events, text and SMS may have a higher 
reliability and transmit quicker than voice.  

Cellular and pager service is important, when available, not only for activation and on-call personnel, 
but also for personnel who are working remotely or traveling among neighboring EOCs, joint field 
offices (JFOs) and incident scenes. Consider cell phones with two-way radio capability, as well as 
technology such as cell phone signal boosters/repeaters. Remember that cellular and pager service 
depends on both power and intact cellular towers. Additionally, the load on the network plays a 
significant role in subscribers’ ability to communicate. During some incidents, cellular and pager 
service will not be available. As necessary. the EOC should stock satellite mobile phones if in a 
remote area, where there are no landline or cellular telephone networks or in an area where existing 
networks are damaged or overloaded. 

Telecommunications becomes even more important in a hybrid or virtual environment where face-to-
face communication is limited. Ensuring staff still have cellular and pager service at their home or 
alternate location, as well as satisfactory bandwidth to participate in or facilitate teleconferencing or 
videoconferencing systems is critical. 















https://www.fema.gov/business-industry/national-business-emergency-operations-center
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